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Infoday- Cluster 3: Civil Security for Society

The infoday will begin in a few moments

Please keep your microphones muted and cameras switched-off

Q&A: please use the chat or ask for the floor

The presentations will be sent to all participants

Desejamos-lhe uma boa sessão
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7 Agencies aiming to:

• DOUBLE the Portuguese Participation in the European Union funding Programmes

(Horizon Europe, EU Space Programme, Digital European Programme, CEF 2 Digital &

ERASMUS)

• attract 2 BILLION EUROS for Research and Innovation

• and TRIPLING the number of students in mobility in Higher Education

https://perin.pt
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Civil Security for 
Society in Horizon 

Europe

Ana Sutcliffe, NCP for Cluster 3
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Horizon Europe (2021-2027)

Opportunities – where?
CLUSTER…
e.g. Cluster 3 – Civil Security for Society

DESTINATIONS & CALLS (areas of impact)

TOPICS (specific calls !)

e.g. HORIZON-CL3-2021-FCT-01-01: Terrorism and 
other forms of serious crime countered using travel 
intelligence (IA)
(topic objectives, budget, TRL, etc) 

e.g. 
Destination 1 
Call: Fighting Crime and Terrorism 

• Specific conditions
• Expected outcome
• Scope
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HORIZON-CL3-2021-BM-01-01
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Destination

Call

Cluster 

TopicOpening
Date
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Work Progamme 2021 -2022

• 6 Destinations 

• Derived from impacts targeted in the
Strategic Plan

• Need to know how to find your topic

Preliminary version online:
https://ec.europa.eu/transparency/expert-groups-
register/core/api/front/document/48484/download

https://ec.europa.eu/info/horizon-europe_en
https://ec.europa.eu/transparency/expert-groups-register/core/api/front/document/48484/download
https://ec.europa.eu/transparency/expert-groups-register/core/api/front/document/48484/download
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D1 
FCT

D2 
BM

D3 
INFRA

D4    
CS

D5 
DRSD6 

SSRI

Cluster 3 
WP 2021-22
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D4    
CS

Cluster 3 
WP 2021-22
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Destination 4 
Increased 

Cybersecurity
➢ CS01 Secure and resilient digital infrastructures and interconnected systems
➢ CS02 Hardware, software and supply chain security
➢ CS03 Cybersecurity and disruptive technologies
➢ CS04 Smart and quantifiable security assurance and certification shared across 

Europe
➢ CS05 Human-centric security, privacy and ethics

CS 2021: 67,5 M€
4 Topics 

16 Projects

EU Cybersecurity Strategy

• Protection of connected devices and safe operation of 
network and information systems,

• EU resilience to cyber-attacks and effective cyber 
deterrence

• Preserving privacy, security, safety and ethical standards

Possible security classification of results

https://ec.europa.eu/digital-single-market/en/news/eus-cybersecurity-strategy-digital-decade
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• On 16 December 2020, the European Commission 
and the High Representative of the Union for 
Foreign Affairs and Security Policy presented a 
new EU Cybersecurity Strategy.

• Cybersecurity must be integrated into all these 
digital investments, particularly key technologies 
like Artificial Intelligence (AI), encryption and 
quantum computing, using incentives, obligations 
and benchmarks.

• Areas of EU action:
1. Resilience, technological sovereignty and leadership;

2. Building operational capacity to prevent, deter and 
respond;

3. Advancing a global and open cyberspace.

14

EU Cybersecurity Strategy

https://ec.europa.eu/digital-single-market/en/news/eus-cybersecurity-strategy-digital-decade
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Cybersecurity Atlas 

A knowledge management platform to map, categorise
and stimulate collaboration between European 
cybersecurity experts in support of the EU Digital Strategy.

Organisations participating in the Atlas can enlarge their 
research network

Will map/provide: 

• Institutions and expertise

• Cybersecurity taxonomy

• Competence network

• Projects

• Courses and training

• Courses and training (soon)

https://cybersecurity-atlas.ec.europa.eu/
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https://cybersecurity-atlas.ec.europa.eu/
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Main source of information https://ec.europa.eu/info/funding-tenders/opportunities/portal/screen/programmes/horizon

https://ec.europa.eu/info/funding-tenders/opportunities/portal/screen/programmes/horizon
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Proposal application template https://ec.europa.eu/info/funding-tenders/opportunities/docs/2021-2027/horizon/temp-
form/af/af_he-ria-ia_en.pdf

https://ec.europa.eu/info/funding-tenders/opportunities/docs/2021-2027/horizon/temp-form/af/af_he-ria-ia_en.pdf
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NEW FIELDS IN PART A

● Researchers table –
needed to follow up 
researchers careers (HE 
indicator)

● Role of participating 
organisation

● Self-declaration on 
gender equality plan

FIELDS MOVED FROM PART 
B TO PART A

● Ethics self-assessment

● Security questionnaire 
(NEW! in all HE proposals)

● Information on 
participants’ previous 
activities related to the 
call

NEW IN PART B

● Glossary of terms.

● Length of the proposal

● Suggestion of length of 
sections

● Project’s pathways to 
impact

● Summary table

New features in the Horizon Europe proposal
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Pathway to impact

Expected Impacts | Destination level (long term)
Wider scientific, economic and societal impacts

Expected outcomes | Topics level (medium term)
Deployment of project outputs by target groups

Expected outputs | Project level (short term)
Project results/deliverables
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Excellence

Objectives and 
ambition/disruption

Soundness of the
methodology (incl. gender
dimension, open science, 

data management)

Impact

Credible pathways to 
impact

Measures to maximize 
expected outcomes & 

impacts

Implementation

Quality and effectiveness
of the work plan (risks, 

efforts, etc.)

Quality of the Consortium 
& quality of the

participants

22

Keep in mind the evaluation criteria (RIA/IA)
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Wording in topics

Should vs May

• Projects should contribute to all of the following expected outcomes;
• Projects should contribute to at least two of the following expected 

outcomes.

• Proposals are expected to address some of the following points;
• Proposals are expected to address the following.

• Highly/strongly encouraged
• strongly advised 
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Security scrutiny

The checks based on the self-assessment may trigger an in-depth security scrutiny.

New in Horizon Europe

Security issues will be checked systematically in all Horizon Europe proposals (in H2020 only 
proposals submitted to topics flagged as ‘security-sensitive’ were checked). The checks are based on 
a self-assessment included in the proposal. The focus is on:

● Whether the proposal uses or generates EU classified information 
● Potential of misuse of results (that could be channeled into crime or terrorism)
● Whether activities involve information or materials subject to national security restrictions
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How to fish for friends
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Specific situation of UK

● The UK is expected to soon become an associated country to Horizon Europe. UK entities can 
take part in the first calls for proposals of Horizon Europe

● The UK is associating to the full Horizon Europe programme with the only exception of the EIC 
Fund (which is the loan/equity instrument of the EIC). 

Associated Countries

For the purposes of the eligibility conditions, applicants established in Horizon 2020 
Associated Countries or in other third countries negotiating association to Horizon 
Europe will be treated as entities established in an Associated Country, if the 
Horizon Europe association agreement with the third country concerned applies at 
the time of signature of the grant agreement.
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Interested to learn more about Horizon Europe?

Webinar: How to prepare a successful proposal in Horizon Europe (24 March 
2021) (europa.eu)

https://research-innovation-days.ec.europa.eu/

https://ec.europa.eu/research/participants/docs/h2020-funding-
guide/other/event210527.htm

https://ec.europa.eu/research/participants/docs/h2020-funding-guide/other/event210324.htm
https://research-innovation-days.ec.europa.eu/
https://ec.europa.eu/research/participants/docs/h2020-funding-guide/other/event210527.htm
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Interested to learn more about Horizon Europe?

www.horizoneuropencpportal.eu/

http://www.horizoneuropencpportal.eu/
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The best way to learn is by doing

You can register in the EU experts database at any time.

Click here to register!

https://ec.europa.eu/info/funding-tenders/opportunities/portal/screen/work-as-an-expert
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Plenty of opportunities

Calls open 30th June

Deadline 21st October (Cyber)

23rd November (all others)

• Network and inform (Horizon Dashboard
CORDIS) 

• Connect to the end-users

• Align with public policies

2021 2022

Budget (M€) 220,54 193,29

# topics 33 31

# RIA 13 10

# IA 15 17

# CSA 4 4

# PCP 1 -

https://ec.europa.eu/info/funding-tenders/opportunities/portal/screen/opportunities/horizon-dashboard
https://cordis.europa.eu/
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GET involved and informed
beforehand

Get involved in the R&I priorities discussion

Grupo Nacional de Discussão do Horizonte Europa 
Pilar II & Pilar III

Get informed of all the initiatives, calls and HE hot topics

Contact List

http://eepurl.com/hk1LUj
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